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We’ve all, most likely, heard of Facebook, Google +, Twitter, LinkedIn and others. These are the most popular, and populated, sites used by hundreds of millions of people worldwide.
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But have your ever heard of Share this, or Pinterest, or SlideShare? If you are not an active social network participant, perhaps you haven’t.
There are hundreds, if not, thousands of open and closed social networks available on the Internet. Go to the link I had in the article and you can see the entire listing.

With the prevalent and rather large ‘bad actor’ community on the Internet, Bear Maher, Program Co-chair, gave attendees a primer on steps to take to ensure their on-line safety.
1. Never use your actual name when setting up your profile.

2. Use an alias.
3. Teach your children and grand-children to not enter into on-line conversations with strangers.

4. Never post your home address or telephone number.

5. Use STRONG passwords to access your account.

6. Don’t post a picture of yourself or your family. If you must, limit access to the people you trust.

7. Don’t be a narcissist and see how many ‘friends’ you can accumulate. In this case, there is danger in large numbers. See #9.

8. Don’t click on links unless they are from a trustworthy source.

9. All networks let you restrict access to what it is you have posted. Others have to be given permission, by you, in order to view your thoughts, pictures and travel plans. Use this feature.

These networks can be very useful for folks who are house-bound; stationed overseas and want to talk and see (via Skype of Facetime) their loved ones back home; communicate with realtors when moving to a new geographical location or to just wish Grandma and/or Grandpa a Happy Birthday or Happy Anniversary; or to hit them up for a loan -- it happens you know. Or if you just want to make some idle chatter with a close friend.
There have been reports of social networks being used to help in emergencies. 
Someone posts their intent to commit suicide, someone sees it and alerts the authorities in the location of the distressed person and they get there just in time to save them.
There is literally unlimited uses for social networking. But, alas, along with the good comes the bad.
Protect yourself with strong passwords and up-to-date and enabled virus protection.

In this day and age there is absolutely NO EXCUSE to let your guard down when on-line.
If you do, and get nailed with a virus or serious malware, you only have yourself to blame.

Here’s the link to see all the social network icons and brief descriptions that were used at the presentation:

http://tinyurl.com/kx7vtye

